The SNOK™ line of cybersecurity products, continually monitors industrial infrastructure such as the electric power grid, oil and gas installations, water utilities, transportation systems, manufacturing facilities and many more and detects all types of cyber-attacks. Using advanced anomaly-based detection, SNOK™ can detect threats on the industrial site that often go unnoticed using conventional security systems. SNOK does not disturb the industrial process and requires minimal maintenance.

RUGGEDCOM is a product line of rugged industrial networking equipment from Siemens, offering security appliance capabilities and rated for harsh environment. Siemens Secure-NOK SNOK Intrusion Detection System consists of the SNOK™ solution integrated with RUGGEDCOM routers and switches. This security appliance is ready to be deployed in all types of industrial environments and is ideal for distributed operations where there are few computing resources at the industrial sites. The SNOK™ products are also available integrated with Siemens SIMATIC PC based products.

**SNOK™ Network Intrusion Detection System (NIDS)** is a solution that monitors internal and external network communication of industrial systems. The integration with the RUGGEDCOM line of products eliminates the need to install additional hardware and software to perform network monitoring and detection.

**SNOK™ Cyber Security Monitoring System (CMS)** is a cybersecurity solution that combines SNOK™ Network Intrusion Detection System and SNOK™ Endpoint Monitoring. SNOK™ Endpoint Monitoring detects anomalies at endpoints such as HMI, SCADA systems, workstations and servers. The SNOK™ CMS closely monitors both network and endpoint behavior reducing blind spots in the infrastructure and improving the overall visibility.

**SNOK™ Enterprise Solution** is a flexible way of securing a portfolio of industrial assets and is perfectly suited for monitoring of multiple sites. Our enterprise solution includes the SNOK™ CSM implemented on each site and the SNOK™ Detection Server that aggregates information across all sites. The SNOK™ Detection Server is typically installed at your central Operations or Control Center. Alerts produced by SNOK™ can be integrated into already existing monitoring solutions.
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SNOK™ is an easy-to-use, state-of-the-art tool for monitoring, detection, and early warning of cybersecurity events in industrial control systems.

**Early attack detection** – SNOK™ will detect attacks at an early stage because it monitors your blind spots for subtle traces of attacks.

**Beyond signatures** – More than 50% of attacks are non-malware related – these are not detectable using traditional signature detection. SNOK™ on the other hand uses anomaly detection. This means it will detect all types of intrusions, catching both known malware, malware seen never before and non-malware attacks.

**Built for industry** – SNOK™ is designed to uncover blind spots in industrial infrastructure and is specifically adapted to operation in industrial environments:

- Non-intrusive.
- No maintenance required.
- Tiny footprint.
- Backwards compatible.
- Quick and easy to install.

The SNOK™ User Interface provides real time situational awareness.
ABOUT SECURE-NOK™
Secure-NOK™ is a cybersecurity specialist company for Industrial Control Systems that provides solutions that detect and remove cyber-attacks such as espionage, sabotage, malware and other harmful cybersecurity events in industrial installations.

The company was established in 2010 and has offices in Norway (Hamar) and in the U.S. (Houston, TX). Secure-NOK™ is comprised of an international team with extensive experience in controls and automation systems cybersecurity, including SCADA and embedded systems.
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